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1. Introduction

1.1 Throughout the world, regulatory agencies are drawing attention to the involvement of accountants in money laundering and the financing of terrorism. The Financial Action Task Force (FATF) has reported that there is an increase in the number of accountants whose services are deployed to assist in the disposal of criminal profits and that their ploys include the establishment of shell corporations, trusts and partnerships. 

2
Policy Statement
2.1 Include a brief history of the business (type of business, # of years in existence, complement of staff etc)

2.2 As per the First Schedule in the Proceeds of Crime (Amendment) Act 2009, Accountants performing the following activities on behalf of a client have specific obligations under the Financial Intelligence Unit of Trinidad and Tobago Act 2009 (“the FIU Act”):

· Buying and selling real estate

· Managing client money, security and other assets

· Managing of banking or savings

· Organising contributions for the creation, operation or management of companies, legal persons or arrangements

· Buying or selling of business entities

2.3 As an accountant/organisation, I am/we are committed to taking the necessary steps to prevent, detect and report any unlawful perpetrations and I am/all employees are required to report suspected acts of money laundering and terrorist financing. To this end, this AML/ CFT Program was developed and was approved by Entity XXX.  While the task of detecting crime falls to law enforcement agencies, requests may be made on occasion or, under due process of law, mandates may be received to assist law enforcement agencies in that task and as such, the duty of vigilance is necessary to avoid assisting the process of money laundering and to react to possible attempts at being used for that purpose. 
2.4 The duty of vigilance consists mainly of the following: 

(a) Appointment of a Compliance Officer at senior management level
(b) Implementation of an AML/ CFT Compliance Program

(c) Verification of identification and other information
(d) Performance of due diligence procedures on suspicious activities/transactions
(e) Reporting of suspicious activities or transactions
(f) Maintenance and retention of all relevant records
(g) Facilitation of training programs
(h) Implementation of a system of internal controls to ensure ongoing compliance
2.5 This document constitutes the compliance program (“Compliance Program”) of name of accountant/Entity XXX, which is required under the various AML/ CFT legislation, regulations and guidelines for qualifying entities/ persons to implement and to obtain the approval of the Financial Intelligence Unit (“FIU”). 
2.6 Section 28 (1) of the FIU Regulations requires all qualifying Accountants (i.e. those performing the relevant business activities mentioned in Section 1.2 above) to register with the FIU within three (3) months of the FIU Regulations coming into force. These Regulations became effective on 8 February 2011. 
2.7 Section 31 (1) of the FIU Regulations requires all qualifying Accountants to submit its Compliance Program to the FIU within three (3) months of the FIU Regulations coming into force. These Regulations became effective on 8 February 2011.
2.8 I am aware of/All members of staff in receipt of a copy of the Compliance Program must sign a form provided to them at the time of receipt of said copy of the Compliance Program indicating that they understand my/their obligations and duties as contained herein.  
3. Overview of Money laundering and Financing of Terrorism Crimes
Money laundering is the process of concealing or disguising the existence, source, movement, destination or illegal application of illicitly derived property or funds to make them appear legitimate. It usually involves a three part system: Placement of funds into a financial system, layering of transactions to disguise the source, ownership and location of the funds, and integration of the funds into society in the form of holdings that appear legitimate. The three states are explained further as follows: 

A. Placement –the physical disposal of cash or other assets derived from criminal activity. During this phase, the launderer introduces the legal proceeds into the system. This can be achieved by circulation through financial institutions, casinos and other businesses both domestic and international. This phase can involve breaking up of large amounts of cash into smaller ones and depositing them directly into a bank account or transporting cash across borders to deposit into financial institutions or to acquire high value assets such as artwork, antiques, precious metal or stones, that can be resold for payment.

B. Layering - distancing illegal funds from their origin by layers of financial transactions designed to conceal the true origin. This stage involves converting the proceeds of crime into another form and creating complex layers of financial transactions to disguise the audit trail, source and ownership of funds.  This phase can involve sending wire transfers from one account to another, sometimes from other financial institutions in other jurisdictions, converting deposited cash into monetary instruments, investing in real estate and other legitimate businesses and placing money into investments such as stocks, bonds and life insurance. 
C. Integration – supplying apparent legitimacy of illegitimate wealth through the re-entry of the funds into the economy in what appears to be normal business or personal transactions.  The launderer might choose to invest the funds in real estate, financial ventures or luxury asses. By this stage, it is difficult to distinguish between legal and illegal wealth. This state provides the laundered the opportunity to increase his wealth with the proceeds of crime. 
3.1 It is a crime to engage directly or indirectly in a wide range of financial transactions (not just cash transactions) knowing that the funds involved in the transactions are the proceeds of crime, or to receive, possess, conceal, dispose of or bring into or send out of a country, any money or other property that is proceeds of crime.
A person may be deemed to have engaged in money laundering whether he knew, or had reasonable grounds to suspect, that the property was derived or realised directly or indirectly from some form of unlawful activity. 

Knowledge includes the concept of ‘willful blindness’ i.e. where the person is an individual and he fails without reasonable excuse to take practical steps to ascertain whether or not the property is derived or realised, directly or indirectly, from some form of unlawful activity; or where a financial institution fails to take reasonable steps to implement or apply procedures to control or combat money laundering.
3.2 Terrorist financing provides funds for terrorist activity.  
It is an offence to directly or indirectly, unlawfully and willfully provide or collect funds or provide financial services or make such services available to persons with the intent that the funds or services are to be used or with the knowledge that the funds or services are to be used in full or in part to carry out terrorist acts.
Financing of terrorism may include legitimately earned income, such as collection of membership dues and subscriptions, sale of publications, speaking tours, cultural and social events as well as solicitation and appeals within communities. This fundraising might be in the name of charity but is an abuse of charitable organisations because donors are led to believe they are giving to a legitimate/ good cause. Terrorists and their support organisations generally use the same methods as criminals to launder money. 
3.3 The Proceeds of Crime Act (the “POCA”) as amended in 2009, the Anti-Terrorism Act (the “ATA”) 2005 as amended in 2010 and 2011, the Financial Obligations Regulations, 2010, the FIU Act 2009 as amended in 2011, the FIU Regulations 2011 require certain businesses to file specific reports, maintain records on certain transactions to help prevent the laundering of money and the financing of terrorism and to obtain documentation that may be used to prosecute money launderers and those who commit terrorist acts or facilitate the commission of terrorist acts.
4 Appointment of a Compliance Officer 
4.1 I am the Compliance Officer/A Compliance Officer is appointed and the identity of the Compliance Officer will from time to time be duly notified to all members of its professional and support staff (“the staff”).  Entities must use the guidance in Regulation 3 of the FOR 2010 in their appointment of the Compliance Officer. A suitable alternate to the Compliance Officer should also be appointed in accordance with best practice. 
4.2 The identity of the Compliance Officer shall be treated with strictest confidence by all staff members. 
4.3 The Compliance Officer reports directly to XXXXX and this is reflected in the latest organisational chart.
4.4 Regulation 4.2 in the Financial Obligation Regulations 2010 requires the appointment of the Compliance Officer to be approved by the FIU.  Approval from the FIU was obtained on Date Month Year
4.5 The responsibilities of the Compliance Officer include the following:
(a) Ensure that the necessary Compliance Program, procedures and controls required by all the applicable anti money laundering legislation and guidelines are in place
(b) Co-ordinate and monitor on an ongoing basis to ensure changes/ amendments in the legislation and guidelines are updated in the Compliance Program, procedures and controls
(c) Receive and review reports of suspicious transactions, or suspicious activities made by the staff and report the same to the FIU in accordance with the FIU Act and guidelines issued by the relevant Supervisory Authority
(d) Maintain records of reports of the type identified in paragraph (c)
(e) Function as the liaison official with the FIU, where the institution or business executes the instructions of the Director
(f) Monitor on an ongoing basis the Financial Action Task Force (FATF) lists of Non-Cooperative Jurisdictions and High Risk Jurisdictions and listed entities issued by the FIU
(g) Keep a register of enquiries made by law Enforcement Authorities and a register of STRs/SARs submitted to the FIU
(h) Submit after making such determination , all STRs/SARs to the FIU in the form as prescribed in the Third Schedule of POCA within a 14 day timeframe
(i) Submit terrorist funds report immediately and without delay to the FIU

(j) Maintain training registers

(k) Conduct/ facilitate/ coordinate training for staff inclusive of Directors

5 Application of Compliance Program
This Compliance Program applies to me/all persons employed with Entity XXX, including all members of support staff, collectively referred to as “staff”. 
5.1 Objectives of the Compliance Program
The objective of this Compliance Program: 
A. Ensure compliance with applicable laws and regulations

B. Implement the required policies, procedures and internal controls

C. Provide training and direction to affected staff, agents and business partners

D. Prevent the services offered from being used as a conduit for the laundering of illegal funds or financing of terrorist activities

E. Know our customers and employees and continue building sound legal, professional and ethical relationships
Therefore, this Compliance Program requires the following: 
a.  Obtaining/ confirming the true identity of customers requesting our services

b. Recognising and reporting suspicious transactions to the FIU. In this regard, note that any person who in good faith voluntarily discloses information to the FIU arising out of a suspicion or belief that any money or other property represents the proceeds of criminal conduct, is protected under the POCA, from being sued for breach of any duty of confidentiality
c. Retaining records for a period of at least six (6) years 
d.  Training all staff 
e. Liaising closely with the FIU on matters concerning vigilance,  policy and systems
f. Ensuring that there is a regular monitoring/ review of the implementation and operation of vigilance systems
5.2 Client Due Diligence Measures
Before the acceptance of a new client, I/staff need to verify the identification information received to determine the legal nature of the entity e.g. individual, limited liability company, an unlimited liability company, a partnership, a sole trader and whether a foreign entity, or a locally registered external company, a trust company, a merchant or commercial bank, etc.
I/Staff therefore must apply the following points of guidance according to the legal personality of the client and the capacity in which he/she is seeking the assistance of Entity XXX.  
5.3 Individuals 

(a)
A personal introduction from a known and respected client and/or a key member of staff is often a useful aid but it does not remove the need to verify the subject in the manner provided herein. It must in any case contain the full name and permanent address of the client in question, and as much as is relevant of the information contained in paragraph hereinbelow. 

(b)
Save in the case of reliable introductions, a senior member of staff should, whenever feasible, meet with and interview the client in person. 

(c)
The following measures will be used to identify an individual client as outlined in Regulation 15 (1) of the FOR: 

· Full name of the client
· Permanent address and proof thereof
· Date and place of birth
· Nationality
· Nature / place of business/ occupation (where applicable)
· Occupational income (where applicable)
· Signature
· Purpose of the proposed business relationship or transaction/ source of funds
· Any other business deemed appropriate by the entity
(d)
Where satisfactory evidence of identity as listed in (c) was not obtained, the business relationship or one-off transaction will not proceed any further and the matter must be reported to the Compliance Officer/ considered for reporting to the FIU by me. 
If at any time there is in doubt about the authenticity of any information previously given by customer, due diligence procedures must be performed and where there are discrepancies in the information previously provided, I/the Entity XX  must make every effort to obtain the correct information.

5.4 Companies 

(a)
All signatories must be duly certified by the company
(b)
The following measures will be used to identify companies as outlined in Regulation 16 (2) of the FOR: 

· Certificate of Incorporation/ Certificate of Continuance
· Articles of Incorporation
· A copy of the By-Laws where applicable
· Information of the identity of shareholders holding more than 10% of the paid up share capital
(c)
As legal controls vary between jurisdictions, particular attention may need to be given to the place of origin of such documentation and the background against which it is produced. Staff must exercise extreme caution in their dealings and transactions with persons, including companies and financial institutions, from jurisdictions with no or inadequate anti-money laundering structures and procedures. 
(d)
Before the continuance of an engagement with an existing client, Entity XXX must ensure that the information received is up to date.  

SEE GUIDANCE ON WHAT MIGHT BE INCLUDED IN THE EXAMPLE OF THE SPECIMEN FORM ATTACHED AS APPENDIX I.
5.5 Partnerships 

INCLUDE ALSO HOW THIS INFORMATION WOULD BE CAPUTURED AND HOW IT WILL BE MAINTAINED. SEE GUIDANCE ON WHAT MIGHT BE INCLUDED IN THE EXAMPLE OF THE SPECIMEN FORM ATTACHED AS APPENDIX I.
5.6 Trustee or Fiduciary 

(a)
The following measures will be used to identify companies as outlined in Regulation 17 (1) of the FOR: 

· Certified copy of the Trust Deed for evidence of appointment of the Trustee
· Nature and purpose of the Trust 
· Verification of the identity of the Trustee
SEE GUIDANCE ON WHAT MIGHT BE INCLUDED IN THE EXAMPLE OF THE SPECIMEN FORM ATTACHED AS APPENDIX I.
5.7 Risk Based Approach and Enhanced Due Diligence Measures

I have/Entity XXX has developed and implemented a risk-based approach to monitoring financial activities and clients, which would include categories of activities that are considered to be of a high risk.  
Special attention must be paid to the following:
	High risk activities
	High risk clients

	Correspondent banking
	Trusts

	Payable through accounts
	Foundations

	Wire/funds transfer
	Executorships 

	Hold mail and c/o addresses
	NPOs

	Transferred accounts
	Non face-to-face

	Business relations in high risk jurisdictions

	Introduced business by companies within a financial institution’s group

	
	Introduced business by professional service providers

	
	PEPs

	
	Private banking clients


USE THE GUIDANCE IN THE CBTT GUIDELINE SECTION 7 TO POPULATE THS SECTION. INCLUDE DETAILS FOR THE ENHANCED/ ADDITIONAL DUE DILIGENCE PROCEDURES TO BE APPLIED AND THE PROCESS ON GOING MONITORING OF THE CLIENT BASE
5.8 Retrospective due diligence 
Retrospective due diligence will be conducted for all existing clients. Where identity information on existing accounts do not meet the requirements of the AML / CTF guidelines, I/Entity XXX….DOCUMENT MANAGEMNT’S PROCEDURE FOR THE COMPLETION OF RETROSPECTIVE DUE DILIGENCE

5.9 Beneficial owners
(a)
The identity of any beneficial owners of any clients must be verified. 

(b) Original identification documents/ data must be requested. 

(b)
Where the beneficial owner is a legal person where there is a legal arrangement, the following measures must be applied as outlined in Regulation 12 (2) of the FOR: 

· verify that the person acting on behalf of the legal person or legal arrangement is authorised and identify and verify the identity of that person

· verify the legal status of the legal person or legal arrangement

· understand the ownership and control structure of the legal person or legal arrangement

· determine who are natural persons who have effective control over the legal person or legal arrangement
5.10 Third Party/ Representative Applicants
(a)
If the applicant for business appears to be acting as a representative of a client, the following must be applied as outlined in Regulation 13 in the FOR:
· Request written assurance from the applicant that the identity of the client has been  recorded in accordance with appropriate customer due diligence procedures; two forms of ID are required

(b) Take measures necessary to ascertain that the applicant is legally authorised to act on behalf of the client. 

5.11 Politically Exposed Persons (PEPs) – local and foreign
(a)
Politically exposed persons are defined in Regulation 20 (1) in the FOR as 
i. a current or former senior official in the executive, legislative, administrative or judicial branch of a foreign government, whether elected or not

ii. a senior official of a major political party

iii. a senior executive of a foreign government-owned commercial enterprise
iv. a senior military official

v. an immediate family member of a person mentioned in paragraphs (i) to (iv) meaning the spouse, parents, siblings or children of that person and the parents, siblings and additional children of the person's spouse

vi. any individual publicly known or actually known to the relevant financial institution to be a close personal or professional associate of the person mentioned in paragraphs (i) to (iv) 

(b) Where the client or beneficial owner is determined to be a PEP, identification data as required by Section 5.3 is to be obtained.  

(c)
Further due diligence procedures are to be conducted including determining the source of wealth and source of funds of the PEP. 

(d) The permission/ approval of senior management is required before establishing a business relationship with a PEP

(e)
Ongoing monitoring of the relationship with the PEP must be conducted
5.12 Nonresident customer and foreign customers
(a)
If a business relationship or one-off transaction is conducted with a client (company or person) from another country, contact shall be made with appropriate persons in that country for evidence of the identity of the client before completing the transaction.
(b) Where the business relationship involves a foreign client a reference shall be sought from the foreign client's bank. 
5.13 FATF’s high risk individuals / entities and Non Cooperative Countries/ Territories
(a) All new customers will be referenced against FATF’s list of high risk individuals/ legal entities/ jurisdictions at the time of accepting the client
(b) Existing customers will be monitored on a periodic basis 

(c) The UN1267 List and any list published by the FIU will be used as reference

5.14 Cross border transactions
Accurate and meaningful identification data on originator must be obtained for all domestic and cross-border wire transfers, which shall be kept in a format determined by the FIU. Information accompanying a cross-border transfer shall consist of:

(a) the name and address of the originator of the transfer
(b)
a national identification number or a passport number where the address of the originator of the transfer is not available
(c)
the financial institution where the account exists

(d)
the number of the account and in the absence of an account, a unique reference number
6.
Reporting Suspicious Activities and Transactions 
6.1  
The law requires the filing of a suspicious transaction report/suspicious activity report (STR/SAR) with the FIU for any transaction or pattern of transactions that is attempted or conducted for ANY amount which is known or suspected to be suspicious.  The following is a list of red flags used to identify suspicious transactions for money laundering:

(a)
The client cannot provide satisfactory evidence of identity

(b)
Situations where it is very difficult to verify customer information

(c) 
Situations where the source of funds cannot be easily verified

(d)
Transactions in countries in which the parties are non-residents and their only purpose is a capital investment (they are not interested in living at the property they are buying
(e) 
Frequent change of ownership of same property in unusually short time periods with no apparent business, economic or other legitimate reason and between related persons

(f) 
Client wants to re-sell Property shortly after purchase at a significantly different purchase price, without corresponding changes in market values in the same area

(g)
Client wishes to form or purchase a company whose corporate objective is irrelevant to the client’s normal profession or activities, without a reasonable explanation 

(h)
The client sets up shell companies with nominee shareholders and/or directors

(i)
Client repeatedly changes Attorneys within a short period of time without any reasonable explanation

(j) 
Client purchases property in names of other persons or uses different names on offers to purchase, closing documents and deposit receipts

(k)
Client deposits a large amount of cash with you to make payments which are outside of the client’s profile 

(l) 
Client negotiates a purchase but wants to record a lower value on documents, paying the difference “under the table” (inadequate consideration)

(m) Client’s documents such as identification, statement of income or employment details are provided by an intermediary who has no apparent reason to be involved, (the intermediary may be the real client)

(n)
Client gives power of attorney to a non-relative to conduct large transactions (same as above)

(o)
Transaction involves legal entities and there is no relationship seen between the transaction and the business activity of the buying company, or the company has no business activity

(p)
Client requests the firm to act as his agent in obtaining high sum bankers’ drafts, cashiers’ cheques and other cash equivalent or near cash monetary instruments or in making wire transfers to and from other banks or financial institutions, (anonymity)

(q)
Divergence from the type, volume or frequency of transactions expected in the course of the business relationship 

The following is a list of red flags used to identify suspicious transactions for terrorist financing

Behavioral Indicators: 

(a)
The parties to the transaction (owner, beneficiary, etc.) are from countries known to support terrorist activities and organisations

(b)
Use of false corporations, including shell-companies

(c)
Inclusion of the individual or entity in the United Nations 1267 Sanctions list

(d)
Media reports that the account holder is linked to known terrorist organisations or is engaged in terrorist activities

(e)
Beneficial owner of the account not properly identified

(f)
Use of nominees, trusts, family members or third party accounts

(g)
Use of false identification

(h)
Abuse of non-profit organisation

Indicators linked to the financial transactions: 

(a)
The use of funds by the non-profit organisation is not consistent with the purpose for which it was established

(b)
The transaction is not economically justified considering the account holder’s business or profession

(c)
A series of complicated transfers of funds from one person to another as a means to hide the source and intended use of the funds

(d)
Transactions which are inconsistent with the account’s normal activity

(e)
Deposits were structured below the reporting requirements to avoid detection

(f)
Multiple cash deposits and withdrawals with suspicious references

(g)
Frequent domestic and international ATM activity

(h)
No business rationale or economic justification for the transaction

(i)
Unusual cash activity in foreign bank accounts

(j)
Multiple cash deposits in small amounts in an account followed by a large wire transfer to another country

(k)
Use of multiple, foreign bank accounts
6.2
If I/a member of staff am/is concerned about any information gathered or received from a client, the matter must be brought to the attention of the Compliance Officer and the relevant details of the suspicion will be documented and forwarded to the Compliance Officer by the use of an Internal Suspicious Activity Report, an example of which is included in Appendix II. It is the Compliance Officer’s responsibility/ my responsibility  to determine whether same constitutes a suspicious transaction or suspicious activity as defined under the POCA and if so, then a report must promptly be made by the Compliance Officer to the FIU. 
Staff members must notify the Compliance Officer as soon as possible but in any event within one (1) business day of suspicious behaviour or information received during the normal course of business.
6.3 An STR/SAR must be filed within the time frame specified in Section 55 (3) of the POCA i.e. as soon as possible but within 14 days of the date on which I/the Compliance Officer knew or had reasonable grounds to suspect that the funds used in the transaction were the proceeds of a specified offence. The SAR/ STR must also be completed where there are reasonable grounds to suspect that the funds are being used for terrorism in accordance with Section 22C of the ATA Amended.  
6.4 Tipping Off
· I am / Staff must be mindful that it is illegal to tell a customer of the intention to file a STR/SAR or that a STR/ SAR was filed or that an investigation is being conducted. This constitutes the offence of “Tipping Off” under section 51 of POCA. 

6.5 A register of enquiries made to the client by law enforcement authorities or other local or foreign authorities must be maintained separate from other records and contain as a minimum the following:

· The date and nature of the enquiry

· The name and agency of the enquiring officer

· The powers being exercised
6.6 Any written request received from the FIU must be responded to within seven (7) days of the receipt of the request for the information. Note however, that the Director of the FIU can request a response within a shorter timeframe.
6.7 Where an oral request was made by the FIU, a response should be provided to the FIU as soon as is reasonably practicable but within twenty-four (24) hours.

6.8 Terrorist funds reporting 


(a) I am /Entity XXX is required to report to the FIU if there are reasonable grounds to suspect that funds received may be used for the financing of terrorism. Special attention must be paid to complex, unusual or large transactions. Immediate reporting  to the FIU must be completed if the funds were received from an individual or legal entity who:
· commits terrorist acts or participates in or facilitates the commission of terrorist acts or the financing of terrorism or 

· is a person or entity designated by the United Nations Security Council 

(b) For all new customers, I Entity XXX will consult the UN 1267 List and the Consolidated List to verify whether the customer is included on the Lists
(c) Periodic reviews of the above Lists against the customer portfolio will also be conducted 
(d) After consulting the Lists, if I/the Entity XXX know(s) or has reasonable grounds to believe that a customer has funds in Trinidad and Tobago, the following immediate action must be taken:  

i. Orally, via telephone inform the FIU 

ii. Complete the Terrorist Funds Report (refer to Appendix V)
iii. Submit the completed form electronically, by the secure reporting system established by the FIU or alternatively
iv. Submit the completed form in hard copy by hand in a sealed envelope
(e) If the customer attempts to enter into a transaction or continue the business relationship, I/Entity XXX : 

i. Must not enter into or continue the business transaction or the business relationship; and 

ii. Must submit a Suspicious Transaction / Activity Report to the FIU
Under no circumstances should I/Entity XXX enter into or continue a business transaction or business relationship with a customer who is included in the above Lists.  
7. Acceptance of Funds from Customers
7.1
All invoices issued by me/Entity XXX must be addressed to the client as follows:

· If a company - to its registered office address
· If an individual – to the address indicated on a recent utility bill in the client’s name
· If a partnership – to the address indicated on a recent utility bill either in the client’s name, or failing this, in the name of one of the Partners of the client.

7.2
In the following circumstances, the source of the funds must be determined from the client and documented: 
· For amounts received from customers to conduct the relevant business activities on their behalf (as per Section 2.2)  – the source of funds must be determined in all instances. If the customer was determined to be high risk (at the onset of the relationship), then further/ enhanced due diligence procedures must be conducted e.g. the verification of the source of the funds 
· For professional services rendered - Any one-off or occasional amounts received  in the amount of TT$ 90,000.00 or two or more one-off amounts received each of which may be less than $90,000.00 but together value $90,000.00 or more
· Any one off or occasional wire transfer in the amount of TT$6,000.00 or two or more one-off transactions each of which may be less than $6,000.00 but together value $6,000.00 or more
· We will not accept cash receipts over $XXXXX

Clients will be required to declare the source of funds at the time of making the payment to the entity which could be captured by the use of a Source of Funds Declaration Form, an example of which is included in Appendix III.
8 Record Keeping
8.1 Records of client and transaction data must be kept for at least 6 years and or at least 6 years after relationship ends.  
8.2 Where a suspicious transaction was reported or where investigations are ongoing, the FIU may advise of a longer period for the relevant supporting documentation to be maintained. 

8.3 Staff records must be maintained for a period of six (6) years from the date of termination. The data to be maintained must include: name and addresses, position titles and other official staff information.  Refer to the HR Policy (if applicable if further details exist).

8.4 State management’s procedure to facilitate all relevant records being retained for the six (6) year retention period. Consideration must be given to the storage of all relevant documents (hardcopy and/or softcopy) relating to location, back up procedures etc.
8.5 All domestic and international transactions and identification data obtained through the customer due diligence process are maintained in electronic or in written form, for a period of six years to enable me/Entity XXX to comply with lawful requests for information from auditors, other competent authorities and law enforcement authorities that request these records, for purposes of criminal investigations or the prosecution of persons charged with criminal offences. I/The Compliance Officer will/ confidentially and securely maintain records of any SAR/ STR filed with the FIU, Terrorist Funds Reports and Internal Suspicious Activity Reports. I/The Compliance Officer also has access to all customer due diligence documentation. Include details of who has access to and control of storage of identification data, transactional records, SARs/ STRs. 
9 Training
9.1 Each member of staff is to receive a copy of the Compliance Program and he/she must familiarise himself/herself with the provisions thereof.
9.2 The Compliance Officer must from time to time circulate to all staff members various articles, notices and memos relating to the duty of vigilance which may contain further requirements for the implementation of provisions AML/ CFT legislation and guidelines to ensure staff is aware of any changes/ amendments. 
9.3 On a regular basis, at least annually, I/all staff members, including any Directors will be provided with AML/ CTF training. Such training will usually be provided by the Compliance Officer, unless is determined otherwise and will include training in customer due diligence procedures as well as in detecting and reporting suspicious transactions. 

9.4 Records must be maintained as evidence of any training sessions conducted/ attended and must include registers showing date, facilitator(s), topics covered, employees’ names and signatures. 
SEE GUIDANCE ON WHAT MIGHT BE INCLUDED IN THE EXAMPLE OF THE SPECIMEN FORM ATTACHED AS APPENDIX IV. 

9.5 The training will cover all the relevant legislation and guidelines including but not limited to the following:

· The Proceeds of Crime Act 2000/ Amended 2009

· The Financial Obligations Regulations  2010

· The Financial Intelligence Unit 2009/ Amended 2011

· The Financial Intelligence Unit Regulations 

· The Anti Terrorism Act 2005/ Amended 2010/ Amended 2011
· The Financial Obligations (Financing of Terrorism) Regulations 2011

The training will also include identifying suspicious transactions. 

10 Review of Compliance Program
10.1 This Compliance Program will be reviewed annually by me/the Compliance Officer to ensure it incorporates current recommended best-practices, as well as any changes to AML/ CFT legislation and guidelines issued by the FIU and will be submitted to the FIU for re-approval every 2 years.
10.2 I/The Compliance Officer will periodically assess the risk of criminal conduct and take appropriate steps to design, implement or modify its compliance program to reduce the risk of criminal conduct identified through this process.
11 Independent Audit
11.1 I/Entity XXX agree(s) that I/it will ensure that an internal audit/ review of the application, compliance, enforcement, appropriateness and effectiveness of the Compliance Program is conducted annually. The results of this internal review will be a written report kept on file/submitted to the Members of the BOD for consideration which will include suggestions for improvement for determination and decision. The person(s) responsible for this internal review must be independent from the implementation of the procedures and the processing of business transactions and independent from the compliance function. 
11.2 I/Entity XXX also agrees that it will ensure that an external audit/ review is conducted to evaluate compliance with the relevant legislation and guidelines The results of this external review will be a written report which includes recommendations to be submitted to the Members of the BOD and the FIU for consideration. The person(s) responsible for this external review must be independent Entity XXX. 

APPENDICES
	Appendix I - Know Your Customer Form   

	

	Date

	
	


INDIVIDUAL CUSTOMER INFORMATION

	Name (First Name, Middle Name, Surname)
	Date of Birth
	National Identification No./DP No./Passport No.

	Address
	Country of Birth
	Business/Residence Phone No.

	Copy of Utility Bill Attached: Yes/ No
	Local Resident:
	Other : obtain Bank reference Letter

	Occupation/ Nature of Business
	
	Occupational income: 

	Purpose of transaction/ intended nature of business relationship/ transaction: 

	Any other information: 

	Signature
	Date: 
	


CORPORATE CUSTOMER INFORMATION

	Name of Business
	Country of Incorporation



	Registered Office/ Address
	Signed Directors Statement outlining the nature of the Company’s business

	Purpose of transaction/ intended nature of business relationship/ transaction:

	Beneficial owners
	Secretary
	Directors/ Officers/ Partners

	Copies of ID for 2 Directors obtained: 
	Copies of POA
	BOD Resolutions

	Articles of Incorporation/ Continuance;  Certificate of Incorporation/ Continuance
	Company By Laws/ Partnership Deed
	Management Accounts for 3 years or other proof of source of funds to be used

	ID of shareholders with more than 10%
	
	

	Confirm US 1267 List Checked: 

	Any other information: 


OTHER CONSIDERATIONS

	Political Exposed Person (PEP): Are you :

(i) a current or former senior official in the executive, legislative, administrative or judicial branch of a foreign government, whether elected or not              □
(ii) a senior official of a major political party             □ 

(iii) a senior executive of a foreign government-owned (iv) commercial enterprise                                            □
(iv)a senior military official                                           □
 (v)an immediate family member of a person mentioned in paragraphs (i) to (iv) meaning the spouse, parents, siblings or children of that person and the parents, siblings and additional children of the person's spouse                                                         □
(vi)any individual publicly known or actually known to the relevant financial institution to be a close personal or professional associate of the person mentioned in paragraphs (i) to (iv)                           □

	Establish source of wealth

	
	Obtain senior management approval 

	
	

	Trust, Nominee and Fiduciary Accounts
	Trust Deed

	
	Nature and Purpose of Trust   

	
	ID of Trustee(s)

	Representative Applicant 
	Written assurance from agent re the identity of the customer

	
	2 forms of customer ID – verify authenticity 

	
	Ensure agent has legal authority to act for customer


	Signature
	Date: 
	


FOR COMPANY USE ONLY

Transaction taken by: 
Authorizing Officer:


Name:
Name:

Appendix II – Internal Unusual / Suspicious Activity Form 




Transaction Date: ……………………
	

	Company’s Name (if applicable): …………………………………………………………………………….……………………….….…..

…………………………………………………………………………………………………………………….......................................…...

	           Customer

 
Company

Legal Address:  …………….……………………………..…………
…………………………………………………………………………..

…………………………………………………………………………..

…………………………………………………………………………..


	Date of Birth (DD / MM / YYYY):  …..…../…..……/…………


	
	ID Details
      N.I.D.          D.P.                    PP. 

ID Number:   ………………………………………….……. 

Country of Issue: ..…………………………….…….……

Expiry Date:  ……………………………………………….

	
	

	Account Number(s) & Account Type(s):

……………………………………………………………………………………………………………………………..………..…..….…

…………………………………………………………………………………………………………………………………………….…..



	TRANSACTION DETAILS:  
 

Currency …….…

Cash …..…………..….
      Cheque ………….…..……….     
Total ……….……………
Transaction(s) Status:

Accepted

Declined 


Description of Unusual / Suspicious Activity Detected  

………………………………………………………………………………………………………………………….………….…….…….

……………………………………………………………………………………………………………………….…………….……….….

………………………………………………………………………………………………………………………….………….…….…….

………………………………………………………………………………………………………………………….…………….…….….

………………………………………………………………………………………………………………………….…………….…….….

………………………………………………………………………………………………………………………………….…….…….….

…………………………………….…….…
     ………………………………………..

……………….…………...

Prepared by (optional)
                                 Designation (optional)

                              Date

	The following section is for the use of the Compliance officer 

	Action Taken

………………………………………………………………………………………………………………………….………………..…….

…………………………………………………………………………………………………………………………………….….….…….

……………………………………………………………………………………………………………………………………..……….….

………………………………………………………………………………………………………………………………….………..…….

…………………………………………
………………………………………….…



Compliance Officer - AML
Date


Appendix III - Source of Funds Declaration Form


 INFORMATION OF BENEFICIAL OWNER OF TRANSACTION



Date: 
	Name (First Name, Middle Name, Surname)
	Date of Birth
	National Identification No./DP No./Passport No.

	Address
	Country of Birth
	Business/Residence Phone No.

	Occupation/ Nature of Business
	
	

	
	Local Resident:
	Other:

	
	
	


  PERSON CONDUCTING THIS TRANSACTION IF DIFFERENT THAN ABOVE

	Name (First Name, Middle Name, Surname)
	Date of Birth
	National Identification No./DP No./Passport No.

	Address
	Country of Birth
	Business/Residence Phone No.


Nature / Purpose of the transaction

DESCRIPTION OF TRANSACTION

DESCRIPTI

DECLARATION





FOR COMPANY USE ONLY











Transaction taken by:______________________________  Approving Officer:___________________________


Transaction Accepted
Transaction Declined
Customer refused to sign form

Remarks (continue on a separate sheet, if necessary)

Date: 
Reviewed by Compliance Officer


Appendix IV – Training Register 
	
	Training held by XXXXX on DATE
	

	
	Topics covered: 
	

	
	EMPLOYEE NAME
	DEPARTMENT
	POSITION
	SIGNATURE

	1
	
	
	
	

	2
	
	
	
	

	3
	
	
	
	

	4
	
	
	
	

	5
	
	
	
	

	6
	
	
	
	

	7
	
	
	
	

	8
	
	
	
	

	9
	
	
	
	

	10
	
	
	
	

	11
	
	
	
	

	12
	
	
	
	


Appendix V – Terrorist Funds Report 

	 FIU TFR FORM 
	Made in accordance with section 22 C of the Anti-Terrorism (Amendment )Act, 2010, Act No 2 of 2010 and section 22AB the Anti-Terrorism (Amendment )Act, 2011, Act No 16 of 2011 
	Ref. No. 

For official use ONLY 

	PART I 
INSTRUCTIONS 

	(i) A Report on Terrorist Funds shall be made to the Financial Intelligence Unit if a designated or listed entity has funds in the Financial Institution or Listed Business or in Trinidad and Tobago. 
(ii) Failure to report such Terrorist Funds is an offence, the penalty for which is a fine of $ 2 million and to imprisonment for seven (7) years upon conviction on indictment. 


	Please type or complete in block letters. Always complete entire form 

	PART II 
PRELIMINARY INFORMATION 

	REPORTING ENTITY INFORMATION 

	Name of Reporting Entity 

	PART III 
SUSPECT IDENTIFICATION 

	INDIVIDUAL (S) 

	Surname: Mr./Mrs./Ms. 
	First Name 
	Middle Name 

	Address (Street number,name, Town/City, and Country) 

	ID: (ID#, DP#, PP#, other) 
	Date of Birth (DD/MM/YYYY) 
	Place of Birth: 

	Occupation 
	Nationality 
	Telephone Number (s) 

	COMPANY/BUSINESS 

	Legal Name 

	Co/BN Reg. No. 
	VAT Reg. No. 
	Nature of Business 

	BIR No. 

	Registered Office or Principal Place of Business (Street number, name, Town/City, and Country) 

	Tel. No: 
	Email: 
	Website: 

	Branch/Outlet 

	PART IV 
INFORMATION ON FUNDS 

	LOCATION OF FUNDS 
	ACCOUNT NO.(S) 
	TYPE OF ACCOUNT 
	$ AMOUNT INVOLVED 


	 PART V 
INFORMATION ON FUNDS 

	Narrative (continue on additional pages if necessary): 

	PART VI 
SUBMITTED BY 

	Print Name:………………………………………….................. Position:……………………………………………………………… 

Signature:……………………………………………………………… Date:…………………/ ……………/ ………………… 


Appendix VI – Offences and Penalties under AML/CFT laws of Trinidad and Tobago 
The Proceeds of Crime Act, the Anti Terrorism Act, the Financial Intelligence Unit Act, together with any amendments made, and Regulations made under these Acts contain detailed provisions of money laundering offences, terrorist financing offences and related offences. The Table below lists some of the important offences of which you should be aware as a Supervised Entity reporting to the Financial Intelligence Unit of Trinidad and Tobago.
	BRIEF DESCRIPTION OF THE OFFENCE 
	RELEVANT LAW 
	PENALTY 

	Money Laundering ‐ the offence includes concealing, disguising, transferring, receiving, bringing into or removing from T&T money or other property knowing or suspecting that the money or other property was obtained from a specified offence 
	S 29, POCA‐A 
	25 Mill. & 15 yrs. Imprisonment on indictment 

	Tipping Off – disclosing information to any other person knowing that the matter is subject of investigation or proposed investigation 
	S.29, POCA‐A 
	5 Mill. & 5 yrs. Imprisonment on summary conviction 

	Failure to disclose knowledge/suspicion of Money Laundering 
	S.29,POCA‐A 
	250 K. and 3 yrs. imprisonment


	Failure to report complex, unusual large transactions to the FIU 
	S.57 (1), POCA 
	500 K. and 2 yrs. Imprisonment on summary conviction; 3 Mill. & 7 yrs. Imprisonment on indictment 

	Failure to make a suspicious transaction or suspicious activity report to the FIU 
	S 57 (1), POCA 
	500 K. and 2 yrs. Imprisonment on summary conviction; 3 Mill. & 7 yrs. Imprisonment on indictment 

	Failure to comply with Financial Obligations Regulations, 2010, such as Customer due diligence or record keeping requirements 
	S.57 (1), POCA 
	500 K. and 2 yrs. Imprisonment on summary conviction; 3 Mill. & 7 yrs. Imprisonment on indictment 

	Where the company commits an offence under the POCA any Officer, Director or agent of a company is guilty of an offence 
	S. 57 (2), POCA 
	500 K. and 2 yrs. Imprisonment on summary conviction; 3 Mill. & 7 yrs. Imprisonment on indictment 

	Providing financial or other services, assistance, support, etc for commission of terrorist acts 
	A‐TA, Part II, S.3,4 ‐9 
	20 yrs. Imprisonment 


	BRIEF DESCRIPTION OF THE OFFENCE 
	RELEVANT LAW 
	PENALTY 

	Participating in the Commission of a terrorist act 
	A‐TA, Part II, S. 22A 
	25 yrs. Imprisonment 

	Financing of Terrorism 
	A‐TA, Part III A 
	25 yrs. Imprisonment 

	Disclosing the facts or content of a STR/SAR to any person 
	A‐TA 

S. 22C (5), 
	250 K. and 3 yrs. imprisonment 

	Failure to disclose information relating to property used for the commission of offences under the ATA to the FIU 
	A‐TA, Part VII 

S. 33 
	5 yrs. Imprisonment 

	Failure of a FI or LB to provide Information requested by the FIU 
	S. 21 (1), FIU Act 
	500 K., and a further fine of 25 K for each day the offence continues on summary conviction 

1 Mill., and a further 50 K for each day the offence continues 

	Director, CEO or other officer, or Owner/Partner of FI or LB who authorized or agreed to withhold the information requested by the FIU 
	S. 21 (2), FIU Act 
	250 K. and 3 yrs. 

	Disclosure of Information received from FIU 
	S. 23 (1), FIU Act 
	250 K & 3 yrs. 

	Disclosure of Investigation into STR/SAR 
	S. 24, FIU Act 
	250 K & 3 yrs. 

	Failure by Supervised Entity to register with the FIU 
	FIU Regulations, R. 28 
	50 K & a further fine of 5 K for each day the offence continues 

	Failure By Supervised Entity to notify FIU of Change of address of registered office 

	FIU Regulations, R. 29 
	20 K 


Abbreviations:
	CEO Chief Executive Officer 

FI Financial Institution 

K. Thousand TT$ 

LB Listed Business 
	Mill. Million TT$ 

ML Money Laundering 

S. Section of the legislation 

STR/SAR Suspicious Transaction/Activity Report 
	A-TA Anti-Terrorism Act 

POCA Proceeds of Crime Act 

POCA-A Proceeds of Crime(Amendment) Act 

FIU Financial Intelligence Unit of T&T Act 
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Cash:





Amount:








Currency:








Currency:








Non Cash:





Amount:








Source of Funds declared to be:








Pursuant to Regulation 15 (h) of the Financial Obligations Regulations 2010, I/Entity XX is required to obtain information on the source of funds for this transaction.





Customer’s signature (optional)





I/We have made inquiry and to the best of my/our knowledge and belief the funds were not derived from or are being employed in any illegal transaction by the person/company for whom/which I am acting.








________________________________________		


Receiver Name, Address and ID No.	Receiver Signature
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